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ABSTRACT 

Elliptic curve cryptosystems are more efficient and secure than the conventional cryptosystems like RSA cryptosystems. We 

developed a Secret Key in the  EKR Modified Montgomery Inversion Algorithm to eliminate the number of Iterations of the 

main loop directly leaks the value of f  and also  the attacker can not guess the Secret  key (t) to retrieve the valuable 

information in smart cards and mobile devices. We want to develop the new cryptosystem based on EKR Modified 

Montgomery Inversion Algorithm to resistance against Simple Power Analysis Attacks in Side- channel Attacks in Elliptic 

Curve Cryptosystems like RSA Cryptosystems 
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